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موبایل

حوزه فاوا

 کهکشان

 روبات

از هوش مصنوعی چه خبر؟

تصاویر گوشـــی پیورا X2 فاش � 
شـــد. به گفته‌ یک افشاگر، پیورا 
X2 به نمایشـــگر داخلـــی ۷٫۶۹ 
 WQHD+ اینچـــی بـــا وضـــوح
مجهز می‌شود و اندازه‌ نمایشگر 
بیرونی‌اش به ۵٫۵ اینچ می‌رسد.

ستار هاشمی وزیر ارتباطات و فناوری اطلاعات در حاشیه � 
راهپیمایی ۲۲ بهمن در جمع خبرنگاران با اشاره به حضور 
گسترده مردم اظهار کرد: »این حضور پیام روشن مردم ما 
در صحنه‌های مختلف کشـــور درباره تمامیت ارضی کشور 
است؛ پیامی که نشان می‌دهد همه منسجم و در کنار هم، 
پاســـخ محکمی به کشـــورهای دیگر علیه میهن عزیزمان 
خواهیـــم داد. این پاســـخی اســـت که در طـــول دوره‌های 
مختلف همواره شاهد آن بوده‌ایم و امروز نیز همین منظره 
و جلوه شـــکوه را می‌بینیم.« وی افـــزود: »نکته‌ای که لازم 
می‌دانم به آن اشاره کنم این اســـت که مردم ما مطالبات 
به‌حقی دارند و در برخی موارد نقدهایی نسبت به عملکرد 
کارگزاران مطرح می‌کنند، اما در موضوع دفاع و ایستادن 
پای کشور و وطن، همواره منسجم و متحد هستند و پیام 

محکمی ارسال می‌کنند.«

 حسن سالاریه، رئیس ســـازمان فضایی کشور با تشریح � 
آخرین وضعیت ماهواره‌های ارسال‌شده به فضا، از برقراری 
ارتباط روزانه با ماهـــواره »پایا« و قرار گرفتـــن ماهواره‌های 
»کوثر« و »ظفر« در مراحل پایانی تست و ارزیابی خبر داد و 
گفت: »در مرحله نهایی تست‌های دو ماهواره ظفر و کوثر 
هستیم؛ به طوری که ماهواره »کوثر« عمده تست‌های خود را 
پشت سر گذاشته و اکنون تقریباً در مرحله انجام تست‌های 
نهایی قرار دارد.« سالاریه تشریح کرد:» درباره ماهواره ظفر 
نیز باید گفت بخش عمده تست‌های ارتباطی آن انجام شده 
و در صورت تکمیل موفق این مراحل، محموله اصلی آن که 

شامل دوربین است، فعال خواهد شد.«

محمد جعفرپـــور مدیرعامل شـــرکت مخابـــرات ایران � 
با اشـــاره به تداوم اجرای پروژه ملی فیبرنوری در سراســـر 
کشور گفت: »وعده ایجاد یک میلیون اتصال تا پایان سال 
محقق می‌شـــود.« وی افزود: »اتفاقاتی که اخیراً در کشور 
رخ داد، تا حدی باعث کند شدن روند کار ما شد، اما با این 
حال پروژه فیبر نوری با قدرت در تمام اســـتان‌ها در حال 

پیشرفت است.«

پژوهش جدیدی نشان می‌دهد سیاره زهره ممکن است یک � 
تونل زیرزمینی داشته باشد که توســـط فوران‌های آتشفشانی 
ایجاد شده اســـت. در صورت تأیید وجود تونل زیرزمینی، این 
دومین باری خواهد بود که وجود یـــک دالان گدازه‌ای در زهره 
گزارش می‌شود و به اکتشافات مشابه در ماه و مریخ می‌افزاید.

چین میزبـــان اولین لیگ مبـــارزه روبات‌های انســـان‌نمای � 
جهان در شـــهر شـــنژن خواهـــد بود.ایـــن لیگ که »افســـانه 
نهایی حذف روبـــات«)UKRL( نـــام دارد، شـــاهد به‌کارگیری 
روبات‌های انسان‌نمای T800 شـــرکت »EngineAI« توسط 
شرکت‌کنندگان مختلف خواهد بود که به صورت رایگان ارائه 
می‌شـــوند. به تیم برنده کمربند قهرمانی طلا بـــه ارزش ۱.۴۴ 
میلیون دلار توسط برگزارکننده این رویداد اهدا خواهد شد.

شرکت متا)Meta(، چه کاربران بخواهند چه نخواهند، � 
تمام تلاش خود را روی هوش مصنوعی متمرکز کرده و اکنون 
ویژگی‌های بیشـــتری را در همین راســـتا به فیس‌بوک آورده 
است. آخرین اقدام این شرکت در شبکه اجتماعی فیس‌بوک 
این اســـت که به افراد اجازه دهد از هوش مصنوعی متا برای 

متحرک‌سازی عکس‌های پروفایل خود استفاده کنند.

کمپانـــی OpenAI بـــرای ابـــزار Deep Research در � 
ChatGPT یک به‌روزرسانی مهم منتشر کرده که یک نمایشگر 
تمام‌صفحه بـــه چت‌بات اضافـــه می‌کند. این نمایشـــگر به 
کاربران اجازه می‌دهد گزارش‌های تولیدشده را در یک صفحه 
مجزا مرور کنند؛ جایی که فهرست مطالب در سمت چپ و 

منابع در سمت راست قرار می‌گیرد.

هوش مصنوعی دستیار جدید متخصصان مغز و اعصاب � 
می‌شـــود و در عرض چند دقیقه می‌توانـــد‌ ام‌آرآی  بیماران را 

بخواند و موارد اضطراری را تشخیص دهد.

 
 

رویدادهای بزرگ ورزشـــی، همیشه مورد توجه 
مجرمان سایبری بوده‌اند و این بار نیز بازی‌های 
المپیک زمســـتانی »میلان-کورتینا ۲۰۲۶«، در 
کانون توجـــه هکرها قـــرار دارد. این مهاجمان 
ســـایبری چند روز قبل از مراسم افتتاحیه این 
بازی‌ها، آمـــاده حمله بودنـــد و چندین حمله 
به ســـفارتخانه‌ها در این کشور، وب‌سایت‌های 
بازی و هتل‌ها گواه این امر اســـت، هرچند این 
حملات توســـط آژانس ملی امنیت ســـایبری 

ایتالیا خنثی شد.

رشد حملات سایبری
مقامـــات امنیتـــی ایتالیـــا بـــرای جلوگیـــری از 
تهدیدات سایبری در این بازی‌ها که از 6 فوریه 
)17 بهمن( کلید خورده و تا 22 فوریه )3 اسفند( 
ادامه دارد، همه تلاش خود را به کار گرفته‌اند، 
اما ظاهـــراً کار ســـختی در پیش دارنـــد. طبق 
اظهارات این مقامات، یک گروه هکری موسوم 

 DDoS که بیشتر با حملات NoName057 به
)ترافیک جعلی سرور( شناخته می‌شود، پشت 

این حمله‌های سایبری ناموفق قرار دارد.
گروه‌هـــای امنیتـــی فعـــال در رصـــد و ردیابی 
تهدیدات سایبری، هشدار داده‌اند که احتمال 
دارد هکرها به دنبال انتشـــار اطلاعات جعلی 
باشند و این حملات ســـایبری، افزایش تعداد 
کلاهبـــرداری‌، رشـــد ایمیل‌هـــای فیشـــینگ و 
پیام‌های جعلـــی رزرو هتل یا لینک‌های جعلی 
خرید بلیـــت و... را به دنبال داشـــته باشـــند. 
به عنوان مثال هکرها ادعـــا می‌کنند از طرف 
خطوط هوایی، هتل‌ها یا برگزارکنندگان رسمی 
رویداد هســـتند و در یک لحظه حســـاب کاربر 
را خالـــی می‌کنند. این متخصصـــان معتقدند 
هکرها احتمالاً بیشتر، شرکت‌کنندگان در این 
رویداد بزرگ جهانی را هدف قرار خواهند داد و 
عملاً هک‌های دولتی سطح بالا انجام نخواهد 
شـــد. گروه‌های امنیتی کـــه این تهدیـــدات را 
ردیابی می‌کنند، درباره انتشار اخبار جعلی، با 
هدف بی‌اعتبار کردن بازی‌ها توسط هکرها نیز 

هشدار می‌دهند.

هوش مصنوعی، هم درد و هم درمان
با توجه به توســـعه هوش مصنوعی در جهان، 
کارشناســـان معتقدنـــد در المپیـــک امســـال 

شاهد حملات ســـایبری پیچیده‌تر، همزمان و 
گســـترده‌تر خواهیم بود. اما هوش مصنوعی، 
فقط دردسرساز نیست و می‌تواند مشکلات را 
هم حل کند. به همین دلیل نیز ایتالیا در تلاش 
است با یک سامانه گسترده و پیشرفته فناورانه، 
از بازی‌های المپیک امسال در برابر تهدیدات 
ســـایبری مبتنی بر هوش مصنوعی محافظت 
کند. این سامانه حدود 4 سال پیش تأسیس 
شده ولی المپیک 2026 را می‌توان اولین آزمون 
بزرگ بین‌المللی آژانس ملی امنیت ســـایبری 
ایتالیا)ACN( برای مقابله با حملات ســـایبری 
هوشمند دانســـت. این نهاد بیش از یک سال 
اســـت که فعالیت‌های مجرمانه در شبکه‌های 
اجتماعی و بازارهـــای زیرزمینی دیجیتال را زیر 
نظر دارد تـــا بتواند تهدیدها را پیـــش از عملی 

شدن شناسایی کند.
»جرادینا کرونا«، سخنگوی آژانس ملی امنیت 
ســـایبری ایتالیا دراین باره گفـــت: »با توجه به 
پیش‌بینی میلیاردهـــا بیننـــده و حضور بیش 
از یـــک میلیـــون تماشـــاگر در محـــل برگزاری 
المپیک، ایجاد اختلال در سرویس‌های پخش 
تلویزیونی، پلتفرم‌های فروش بلیت یا ســـایر 
سرویس‌های دیجیتال، از اهداف هکرها خواهد 
بود. ما با کمک این ســـامانه، قصد داریم مانع 
چنین حملاتی شـــویم یا آنهـــا را خنثی کنیم. 

دیابت نوع ۲ به‌عنوان یکـــی از بزرگ‌ترین چالش‌های 
بهداشـــتی قـــرن بیســـت و یکـــم، میلیون‌ها نفـــر را در 
سراســـر جهان درگیر کرده و به همیـــن دلیل محققان 
به دنبال راهی برای مقابله با آن هستند. در این میان، 
پژوهشـــگران مرکز تحقیقـــات بیوشـــیمی و بیوفیزیک 
دانشگاه تهران به نتایجی دســـت یافته‌اند که می‌تواند 
نگاه پزشکان به ریشه‌های این بیماری و چگونگی مقابله 

با آن را دگرگون کند.
 طبق این پژوهـــش، ارتباط میان آهن فعـــال در خون 
و انسولین بســـیار پیچیده‌تر از چیزی است که تاکنون 
تصور می‌شـــد. برخلاف دیدگاه رایج که آهن را صرفاً به 
عنوان یک عامل مخرب و اکسایشی در فرآیند تخریب 
ســـلول‌های بتای پانکراس می‌شناســـد، ایـــن مطالعه 
نشان می‌دهد انسولین، خود می‌تواند نقش یک گیرنده 
قوی برای آهن فعال ایفا کند و با تشکیل یک کمپلکس 
پایدار و محافظتی، جهت‌گیری شیمیایی این فلز را به 
کلی تغییر دهد. وقتی انسولین با آهن پیوند می‌خورد، 
فعالیت اکسایشی مخرب آن به فعالیتی آنتی‌اکسیدانی 
تبدیل می‌شود که سلول‌های تولیدکننده انسولین را از 
حمله رادیکال‌های آزاد در امان نگه می‌دارد و می‌تواند 
ســـپری دفاعی در برابر اســـترس اکسایشـــی مزمن به 
عنوان یکـــی از عوامل پیشـــرفت دیابت نـــوع ۲ ایجاد 
کند. همچنین طبق این مطالعه، انســـولین به عنوان 
گیرنده‌ای قوی برای آهن فعال در خون عمل می‌کند و با 
تشکیل کمپلکس پایدار، فعالیت اکسایشی مخرب آهن 
را به فعالیت آنتی‌اکسیدانی تبدیل می‌کند. در نتیجه، از 
سلول‌های پانکراس در برابر آسیب، محافظت می‌شود.

جولان هکرها در المپیک زمستانی ایتالیا

حملات سایبری

آرزو کیهان
گروه علم و فناوری

دانشگاه

کوتاه از فناوری
دولت هند روز سه‌شنبه گذشـــته اعلام کرد که شرکت‌های � 

شبکه اجتماعی باید ظرف سه ساعت پس از اطلاع از محتوای 
غیرقانونـــی، آن را حذف  و جـــدول زمانی ۳۶ ســـاعته قبلی را 

محدودتر کنند.

گوگل قابلیت‌های بخش »نتایج درباره شـــما« را گســـترش � 
داده تا کاربران بتوانند اطلاعات شخصی حساس مثل شماره 
پاسپورت، گواهینامه و سایر شناسه‌های دولتی را راحت‌تر پیدا و 

از نتایج جست‌و‌جو حذف کنند.

اســـتارتاپ زیســـت‌فناوری Life Biosciences آمریکایـــی � 
به‌زودی اولین آزمایش انسانی جوان‌سازی را آغاز می‌کند. هدف 
این آزمایش بازگرداندن بینایی در بیمـــاران مبتلا به گلوکوم و 
نوروپاتی عصـــب بینایی بـــا اســـتفاده از روش »بازبرنامه‌ریزی 

اپی‌ژنتیکی جزئی« است.

تلگرام به‌دلیل میزبانی از محتوایی که مقامات روسی با آن � 
مخالف‌اند با محدودیت‌ها و جریمه‌های تازه روبه‌رو شده است.

شرکت متعلق به مستربیست، ، نئوبانک Step را خریداری � 
کرد و با این معامله اولین گام جدی خود در حوزه‌ خدمات مالی 

را برداشت.

روبات

تونی فادل، خالق آیپـــاد)iPod( و مدیر 
اجرایی پیشین اپل از تغییر نگاه خود و 
حساس‌تر شدن نسبت به نقض حریم 
خصوصی و داده‌های شـــخصی، پس از 
بچه دار شدن خبر می‌دهد. او با اشاره به اینکه با گسترش 
ابزارهای مبتنـــی بر هـــوش مصنوعی، موضـــوع داده‌ها 
اهمیت دوچندانی پیدا کرده، می‌گوید: »تنها من نیستم 
که چنین حسی را تجربه کرده‌ام و بسیاری از بنیان‌گذاران 
فناوری آرزو می‌کنند کاش در سال‌های ابتدایی فعالیت‌ 
خود، تصمیم‌های متفاوتی درباره داده و حریم خصوصی 
گرفته بودند.« به گفته او، بسیاری از چهره‌های سرشناس 
»ســـیلیکون ولی« ازجمله »مارک زاکربرگ«، مدیرعامل 
»متـــا« و» لری پیج« و»ســـرگیی برین«، امـــروز جهان را 
به شـــکلی کاملاً متفاوت از دوران پیش از بچه‌دار شدن 
می‌بینند، نگاه متفاوتی به حریم خصوصی دارند و بیش 
از گذشته نســـبت به جمع‌آوری و اســـتفاده از داده‌های 

شخصی حساس شده‌اند.«
او ادامه می‌دهد: »پیش از پدر شدن، دیدگاه من و سایر 
مدیران سیلیکون ولی این بود که »می خواهم همیشه 
همه چیز داشته باشم و در این میان، حاضرم تمام حریم 
خصوصی‌ام را بدهم. اصلاً برایم مهم نیست با این داده‌ها 
چه می‌شـــود«. اما با تولد فرزند، این نگرش با شـــنیدن 
خبرهایی دربـــاره دیپ‌فیک‌ها، مهندســـی اجتماعی و 
سوءاستفاده‌های دیجیتال، به‌سرعت تغییر می‌کند. در 

این شرایط افراد به این موضوع فکر می‌کنند که واقعاً باید 
چه مقدار داده جمع‌آوری شـــود تا از آنها و خانواده‌شان 
محافظت شـــود.« فادل می‌گوید: »مـــارک زاکربرگ نیز 
پیش‌تر گفته بود پدر شدن بر شیوه رهبری او در فیس‌بوک 
که اکنون با نام متا شناخته می‌شود، تأثیر گذاشته چون 
داشتن فرزند، نگاه انســـان به دنیا را »به شکلی عمیق و 

چشمگیر« تغییر می‌دهد.«

هوش مصنوعی زیر ذره‌بین قانونگذاران
همزمان با ایـــن تغییر نگرش در میان رهبـــران فناوری، 
شرکت‌های فعال در حوزه هوش مصنوعی نیز با نظارت 
فزاینده قانونگذاران و نهادهای نظارتی در سراسر جهان 
بویژه در موضوعات مرتبط با کودکان و حریم خصوصی 
مواجه شده‌اند؛این نگرانی‌ها با انتشار تصاویر نامناسب 
کودکان با استفاده از هوش مصنوعی شرکت xAI متعلق 
به ایلان ماسک، افزایش یافت.با اینکه »ایلان ماسک« 
اعلام کرد اقداماتی برای جلوگیری از تولید چنین محتوایی 
انجام داده، اما بررســـی‌ها نشـــان می‌دهد این مشـــکل 
به‌طور کامل برطرف نشده است. »متا« نیز پس از انتشار 
گزارش‌هایی از تعاملات نامناسب چت‌بات‌ها با کاربران 
خردسال، تحت فشـــار قانونگذاران، نحوه پاسخگویی 
چت‌بات‌های هوش مصنوعی خود به کودکان را تغییر داد.

 
تیمی از دانشـــمندان علوم اعصاب و روانپزشـــکی، به 
تازگی اعلام کرده‌اند فکر مثبت و فعال‌ســـازی آگاهانه 
سیســـتم پاداش مغز، می‌تواند با افزایـــش قابل توجه 
پاســـخ ایمنی بدن به واکســـن‌ها، ســـپر دفاعی بدن را 

تقویت کند.
 در این مطالعه، داوطلبان ســـالم با حضور در جلسات 
آموزشـــی ویـــژه، بـــرای افزایـــش فعالیـــت بخش‌های 
خاصی از مغـــز خـــود، از راهبردهای ذهنـــی گوناگونی 
اســـتفاده کردند. شـــرکت‌کنندگان بر اســـاس میزان 
موفقیت در فعال‌ســـازی مناطق هـــدف مغز، درلحظه 
امتیـــاز می‌گرفتند. پس از چهار جلســـه آمـــوزش، به 
همه داوطلبان واکســـن هپاتیت B تزریق شد. پس از 
آزمایش نمونه خون آنهـــا در فواصـــل 2 و 4هفته پس 
از واکسیناســـیون، میزان تولید پادتـــن علیه ویروس 
هپاتیت مورد سنجش قرار گرفت. نتیجه شگفت‌انگیز 
بود. افراد موفق‌تر در این جلسات آموزشی، قوی‌ترین 
پاسخ ایمنی را نشـــان دادند. تحلیل‌ها نشان می‌دهد 
مؤثرترین راهبرد ذهنی برای دستیابی به این سطح از 
فعال‌سازی مغزی، »تصویرســـازی رویدادهای مثبت«، 

تجســـم وقایع خوب و پرورش انتظارات خوشـــبینانه 
اســـت. این یافته می‌تواند دریچه‌ای به ســـوی تقویت 
سیســـتم ایمنی به منظور مقابله با انـــواع عفونت‌ها، 
کنترل تومورهـــا و... بگشـــاید. درواقع ایـــن مطالعه، 
گواهی بر ارتباط عمیق و تأثیرگذار ذهن بر فیزیولوژی 

دفاعی بدن است.
پژوهشـــگران این مطالعه می‌گوینـــد: مطالعات انجام 
شـــده روی حیوانات نشـــان داد فعال‌ســـازی سیستم 
پاداش مغز می‌تواند دفاع ایمنی را تقویت کند. به بیان 
دیگر قدرت فکر و ذهن مثبت ما می‌تواند با مسکن‌های 
قوی رقابت کنـــد. »نیتزان لوبیانیکر«، از نویســـندگان 
ارشد این مقاله، تأکید می‌کند: رویکردی که ما آزمایش 
کردیم، صرفاً به عنوان یک ابزار مکمـــل برای افزایش 
میزان پاســـخ‌ ایمنی به واکسیناســـیون عمل می‌کند. 
ایـــن روش نمی‌تواند و نبایـــد جایگزین واکســـن‌ها یا 
مراقبت‌های پزشکی استاندارد شود. علاوه بر این برای 
نتیجه‌گیری دربـــاره میزان اهمیت بالینـــی این اثر زود 
است. یک کارآزمایی بزرگ‌تر بالینی، می‌تواند اثرگذارتر 
باشـــد اما درهرحال، این پژوهش پیامی روشـــن برای 
جامعه پزشکی دارد: »باید با بیماران، مثبت‌تر صحبت 
کـــرد و از جملاتی مانند »مـــا تمام تلاش خـــود را برای 
مراقبت از شـــما به کار می‌گیریم« یا »این درمان برای 
افرادی مانند شما مؤثر بوده است« و... بهره گرفت.

تولد فرزند، نگاه مدیران »سیلیکون ولی« را تغییر داد

فکر مثبت، یک پادتن قوی

مراســـم برگـــزاری  تـــا  هفتـــه  دو  از  کمتـــر  فاصلـــه‌ای  �در 
آلمانـــی وب‌ســـایت  سامســـونگ،   Unpacked2026 
WinFuture با ســـابقه‌ای درخشـــان در افشـــای اطلاعات دقیق، 
تصویری شـــفاف از تمامی اعضای خانواده‌ گلکســـی S26 ارائه داده 
است. این گزارش که با استناد به منابع نزدیک به زنجیره‌ تأمین تهیه 
شـــده، تقریباً تمام ابهامات پیرامون پرچم‌داران آینده‌ سامسونگ را 

برطرف می‌سازد.
پیـــش از پرداختـــن بـــه تفاوت‌هـــای فـــردی، سامســـونگ در ایـــن 
نســـل نیز رویکرد یکپارچه‌ســـازی تجربه‌ کاربـــری را در پیش گرفته 
اســـت. هـــر ســـه مـــدل S26، S26 Plus و S26 Ultra بـــه صورت 
�پیش‌فرض با رابط کاربری One UI 8.5 و بسته‌ کامل قابلیت‌های
Galaxy AI عرضه خواهند شـــد. نکته‌ قابل‌ توجه، ارتقای همگانی 
در بخش نمایشگر اســـت. برای اولین بار، تمامی مدل‌ها از پوشش 
Gorilla Armor 2 با قابلیت کاهش بازتاب نور بهره‌مند شده‌اند؛ 
امکانی که پیش‌تر انحصار نسخه‌ Ultra بود. حداقل ۱۲ گیگابایت رم 
 Dynamic AMOLED 2X برای همه نسخه‌ها تضمین شده و پنل
با نرخ نوسازی ۱۲۰ هرتز در سراسر خط تولید حضور دارد. با این حال، 
گـــزارش WinFuture دو نکته‌ ناامیدکننده را نیـــز ثبت کرده، اول 
این که به نظر می‌رسد هیچ‌یک از مدل‌های S26 از آهن‌ربای داخلی 
�استاندارد Qi2 پشتیبانی نمی‌کنند و نکته دوم این که خبری از قابلیت
Privacy Display که انتظار می‌رفت در این نسل معرفی شود، در 

این گزارش دیده نمی‌شود.
همچنین سامســـونگ در اســـتراتژی تراشـــه‌ای خود تغییری ایجاد 
نکرده است. بازار اروپا و برخی مناطق آسیا نسخه‌ مجهز به پردازنده‌ 
اختصاصـــی Exynos 2600   را دریافت خواهند کـــرد، در حالی که 
مشـــتریان آمریکایی به Snapdragon 8 Elite Gen 5 دسترسی 
پیدا می‌کننـــد. پیکربندی حافظه در این مدل شـــامل ۱۲ گیگابایت 

RAM و دو گزینه‌ ۲۵۶ یا ۵۱۲ گیگابایت storage است.
سامسونگ برای بخش imaging از ترکیب آشنایی استفاده کرده؛ 
سنسور اصلی ۵۰ مگاپیکسلی با لرزش‌گیر اپتیکال، همراه با دوربین 
telephoto10 مگاپیکســـلی بـــا زوم نوری X3   و یک سنســـور ۱۲ 
مگاپیکسلی، باتری ۴۳۰۰ میلی‌آمپرساعت با سرعت شارژ سیمی ۲۵ 
وات و بی‌ســـیم ۱۵ وات، در کنار وزن ۱۶۷ گرمی، این دســـتگاه را به 
گزینه‌ای سبک و کارآمد تبدیل می‌کند. برچسب قیمتی پایه در بازار 

اروپا از ۹۹۹ یورو آغاز خواهد شد.
بر اساس اطلاعات فعلی، مراسمGalaxy Unpacked 2026احتمالاً 
در تاریـــخ ۲۵ فوریـــه )مصـــادف بـــا ۶ اســـفندماه ۱۴۰۴( در شـــهر 

سان‌فرانسیسکو برگزار خواهد شد.

مایکروسافت از سامانه‌ جدید هوش مصنوعی در حوزه روباتیک 
با نام Rho-alpha برای تبدیل دستور زبانی به عمل در روبات‌ها 
رونمایی کرده اســـت. این سیســـتم بـــه روبات‌هـــای دو‌بازویی 
امکان می‌‌دهد تنها با دریافت دســـتورهای ساده زبانی، حرکات 
هماهنـــگ و دقیق را انجـــام دهنـــد و یکـــی از محدودیت‌های 
درازمدت روبات‌ها یعنی ناتوانی در ســـازگاری با محیط غیرقابل 
پیش‌بینی برداشـــته شـــود. تمرکز اصلـــی این مدل بـــر کارهای 
دو‌بازویی اســـت تا به عنوان مثال روبات بتواند یک شیء را در 
دســـت یا گیره، محکم نگه دارد. نمایش‌های اولیه نشان دادند 
که این روبـــات می‌تواند فراتـــر از خطوط مونتـــاژ صنعتی عمل 
کند و کارهایی مانند فشـــردن دکمه یا کشـــیدن ســـیم را بدون 
نیاز به کدنویســـی اختصاصی، انجام دهـــد. درواقع این مدل، 
دستورات اعلام شـــده به زبان طبیعی را به سیگنال‌های کنترل 
برای روبات‌هایی تبدیل می‌‌کند که فعالیت‌های پیچیده را با دو 
دست انجام می‌‌دهند. Rho-alpha در این مسیر، از مدل‌های 
زبانی Phi مایکروسافت بهره می‌گیرد تا ورودی دوربین‌ها و متن 
دستورها را به سیگنال‌های کنترل دقیق برای هر بازو تبدیل کند. 
 RT-2 پژوهش‌های پیشین بر مدل هوش مصنوعی قبلی ازجمله
که از ترکیب تصاویر وب و تجربه عملـــی روبات‌ها یاد می‌گیرد، 
نشـــان داده که تلفیق داده‌های اینترنتی با تمرین‌های واقعی، 
می‌تواند دامنه دســـتورهای قابل‌فهم بـــرای روبات‌ها را افزایش 
دهد. »اشـــلی لورنز«، مدیر  پژوهشی مایکروســـافت دراین باره 
می‌گوید: »دســـتاوردهای جدید به روبات‌هـــا امکان می‌‌دهد در 
محیط‌هایی که ساختار نامشـــخص‌تری دارند، با خودمختاری 
بیشتری ببینند، درک کنند و درنهایت، عمل کنند. ویدیوهای 
آزمایشی نشـــان می‌دهند که روبات‌های دو‌بازویی می‌توانند با 
کمک این سیستم هوش مصنوعی، دوشـــاخه برق را جا بزنند، 
جعبه ابزار را ببندند یا پیچ را به صورتی دقیق بچرخانند هرچند 
همچنان احتمال خطا وجود دارد. همچنین باید گفت که این 
کارها روی کاغذ ســـاده‌اند، اما در عمل نیازمنـــد تنظیم مداوم و 
دقیق هستند. آنچه مسلم است، اینکه آینده استقرار گسترده 
چنین سامانه‌هایی، به توان جبران خطای روبات در صورت بروز 

هر اشتباهی وابسته است.

پرده‌برداری کامل از اسرار 
با جدیدترین سیستم هوش مصنوعی پرچم‌داران ۲۰۲۶ سامسونگ

مایکروسافت

 روبات‌های »دوبازویی«
دقیق‌تر می‌‌شوند

علم

موبایل

سخنگوی کمیته سازماندهی المپیک میلانو-
کورتینا هم معتقد اســـت هکرها با فیشـــینگ 
مجهز به هوش مصنوعی و جعل هویت مقامات 
المپیک با فناوری»دیپ‌فیک«، ممکن اســـت 

سیستم‌های المپیک را به خطر بیندازند.
البته همیشه بازی‌های المپیک و رویدادهای 
جهانی طعمه خوبی برای مجرمان ســـایبری 
هستند و از نمونه‌های پیشین چنین حملاتی 
می‌توان به اختلال در زیرساخت‌های وای‌فای 
و دیجیتال در بازی‌های المپیک زمستانی ۲۰۱۸ 
در پیونـــگ چانگ کـــره جنوبی، تـــاش برای 
خرابـــکاری در المپیک توکیـــو ۲۰۲۰ و حملات 
فیشینگ در طول المپیک ۲۰۲۴ پاریس اشاره 
کـــرد. این بار هـــم مقامـــات امنیتـــی ایتالیا از 
تجربه بازی‌های المپیـــک 2024 پاریس کمک 
گرفته‌اند. در المپیک پاریس بیش از صد حمله 
سایبری ثبت شد و هرچند اختلالی در برگزاری 
مسابقات ایجاد نکرد، اما باعث فشار دائمی بر 

زیرساخت‌های دیجیتال شد.

حملات سایبری از نگاه مدیران فناوری
نگرانی اصلی در المپیک زمســـتانی امســـال، 
فروپاشی ســـامانه‌های حیاتی ایتالیا نیست و 
فعالان امنیت ســـایبری معتقدند اقداماتی با 
بازتاب رسانه‌ای بالا از جمله اختلال در پخش 
مسابقات، مســـدود شـــدن وبگاه‌های رسمی 
یا ایجاد مشـــکل در فروش بلیت، مورد توجه 
هکرهـــا خواهد بود. بـــه اعتقاد »مایـــک کار«، 
از مدیران ارشـــد فناوری، چنیـــن رویدادهایی 
شـــرایط ایده‌آلی برای اختلال ایجاد می‌کنند، 
زیرا حتی یک قطعـــی جزئـــی می‌تواند باعث 
وقفه در پخش، تأخیر در ورود به محل برگزاری 
و هرج و مرج در حمل‌و‌نقل شـــود. مهاجمان 
می‌دانند که مردم تحمـــل کمی دارند و همین 
امر، اخاذی را موفق‌تر می‌کند. از نگاه او، حضور 
افراد مشهور، سیاســـتمداران و رهبران تجاری 
در چنین رویدادی، هکرها را بیشتر ترغیب به 

خرابکاری می‌کند.
»کریس هاوک« هم به عنوان یک فعال امنیت 
ســـایبری، می‌گوید: »هکرها ممکن اســـت از 
دیپ‌فیک‌ها و اخبار جعلی برای تخریب اعتبار 
مقامات و مدیران المپیک، ورزشکاران و سایر 
شرکت‌کنندگان سرشـــناس حاضر در رویداد 

استفاده کنند.«

گام تازه محققان 
دانشگاهی برای 

درمان دیابت

هوش مصنوعی

برسام جنتی
گروه علم و فناوری

رها منفرد
گروه علم و فناوری


